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DecETT: Accurate App Fingerprinting Under Encrypted
Tunnels via Dual Decouple-based Semantic Enhancement
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Tunnel ‘ EA Protocol Obfs Notes

Shadowsocks | AES-256-GCM  SOCKS -
ShadowsocksR | AES-256-CFB Origin tls1.2_ticket_auth
V2Ray AES-128-GCM Vmess -

Allll

Z
@

Package Name |

air.tv.douyu.android
cn.xdf woxue.student
com.amazon.mShop.android.shopping

com.bilibili.app.in
com.bilibili.comic

com.bittorrent.client
com.duowan.kiwi

com.duowan.mobile

com.facebook katana

Trojan AES-128-GCM HTTPS - -
OpenVPN AFES-128-GCM OpenVPN - TUN Mode

- WLERA
— BEFRitBI7i%: AppScanner (2016)
— HFIRSZ2EEEMA%L: FlowPrint (2020)
- EFBERRFHAE: ET-BERT (2022) , YaTC (2023)
- BEFRFFI0AiL: DF (2018) ( FS-Net (2019 ) ¥1GraphDApp (2021)

=T R = B
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",? j st R I ‘%%
7 - = 2 A
Na Y1 . y
\ o
BHTFFH (FS-Net) BIFIEIRFDecETT, :
BETETIRSZERIINERE S S
(a) FS-Net (b) DecETT
Method Dataset | Shadowsocks ShadowsocksR V2Ray Trojan OpenVPN
Metric | Acc P R F1 | Acc P R F1 | Acc P R F1 | Acc P R F1 | Acc P R F1
Statistic ~ AppScanner[30] | 0.630 0995 0.630 0.764 | 0631 0996 0631 0.767 | 0.295 0.993 0295 0429 | 0609 0996 0609 0.748 | 0.582 0.995 0582 0.725
Server FlowPrint[33] | 0.122  0.015 0.122 0.027 | 0.053 0.003 0.053 0.005 | 0.103 0.013 0.103 0.022 | 0.050 0.008 0.050 0.012 | 0.027 0.001 0.027 0.002
Pavload ET-BERT[17] 0.079 0.085 0.079 0.045 | 0.098 0.134 0.098 0.085 | 0.055 0072 0.055 0.032 | 0280 0216 0203 0.203 | 0.265 0.300 0.265 0.256
¥ YaTC[42] 059 0656 05% 0592 | 0.771 0825 0.771 0.785 | 0436 049 0436 0407 | 0.602 0.678 0.602 0.606 | 0.8384 0934 0.884 0.899
DF[29] 0.739 0746 0739 0738 | 0.762 0.764 0.762 0.760 | 0.656 0.659 0.656 0.651 | 0.726 0.730 0726 0.724 | 0.816 0.818 0.816 0.816
Sequence FS-Net[18] 0.845 03837 0.838 0.837 | 0.856 03849 0.850 0.849 | 0610 0610 0606 0.610 | 0.822 0828 0822 0.823 | 0876 0374 03873 0.874
GraphDApp[28] | 0.786 0.800 0.786 0.789 | 0.817 0.812 0811 0812 | 0.503 0516 0.501 0516 | 0.767 0.763 0.760 0.763 | 0.810 0.805 0.806 0.805
Ours DecETT | 0.925 0926 0.925 0.925 | 0.942 0942 0.942 0942 | 0.802 0.803 0.802 0.801 | 0.920 0922 0.920 0.921 | 0.941 0.941 0941 0941
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— EBRASATIDecETTRIZMMEE, f£V2Ray FF1180 &E FIET9%
— EBRASCIS, DecETTHIMREREITIE

DecETT/SRC DecETT/PSM DecETT/CPD  [777DecETT/ASA “IDecETT/ASC ~ FZ7IDecETT ~ —=—F1-Score

0.96 0.96 0.82 — 0.96 0.96

0.93- o | 0,934 MT | 0.73- W 1] 0.934 0.93-
B, N/ ' W ¥/ ra YA ‘X /
= 0903 1) 0905, WAL ) | 11}0903, M ooy, Z2z )
30043 110043 vl | v 0,027 | 110.044 110044 ;

0.02+ 74 0.021 A | 0.011 | _710.024 | l 41 0.021 ; !

0.00 0.00 SR 0.00 T 0.00 Troan 0.00 GpenVEN
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GraphTunnel: Robust DNS Tunnel Detection Based on
DNS Recursive Resolution Graph
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— DNSERH: IREEUEEFIDNSENmEE, kil8UBEFR, {FHscapyiFRIEF

5 SR EBIA S —Rinl&
— 5112 HY

CIRREAS: RIEERICRAR AP EES

A 99.948
AAAA 82.082
PTR 50.078
SRV 69.653
MX 1.165
ANY 39.513
SOA 9.089
TXT 17.607

NS
TKEY
NAPTR
SPF
CNAME
AXFR
NULL
Others

=B — T ESENITE

0.906
0.026
0.363
0.026
0.233
0.026
0.026
0

- FIIFKE: DNSBERERE _REB Z/siE KN Fitia, LASEES

Fy = |Dsup| = |Drgpn — Dseconal, 0 < |Dropn| < 255
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F3 = |Dmax| = maxity|Dsup,|,0 < |Dsyp,| < 63

C EEHEFHHEYE: DNSBENNTFEHSESBASXERINTEES, INRXR
EEREE, MITEEXBRKNESEE, = Y7, I1(C; > 40, C; € {Dnax)

- BETIEHZ0)E: DNSHHED, RBEREEBFRELERNLE, SHESHE
NMFBAS, REFEHIEEF = — )Y, (p(x)logp(x;))
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— KitEHIRI: NTEABBRADSPRITE 45, RV THRITETE: BE.
PIEa. WWEE. eE. DE. RBREFIEE

- % HAFRIHERER 7 TR 4B, MARNERBENE, RBES ST
5IE, NAZHEEHRITHNE LA ZE

Algorithm 1 G2M Algorithm Tunneling Tool Identification o r
Classification Re Statistical Node Features
gltht.tG;llp? G it e [ OulPul Kernel Input [ X X2 Xie Xi7)
utput: Matrix zymandn .
1: V <« GraphEmbedding(G) ?2;;?: - - . T X2 X2 = X Xny G’ME
2: M < InitializeEmptyMatrix(7 x 7) — © 23 X S o o o5 B R
3: for each feature F in V do dns2icp e Xa Xo = Xe Xeol| |
4:  MIJi] < [var(F), mean(F), std(F'), range(F), uns_J | MaxTol X X X X
5 median( F), skewness(F), kurtosis(F)] Tunnel : Lincar 2 : J
6: end for Tools CNN Feature Matrix
7: return M
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— Dataset,,,
- BY: MCloudfare E3X18 T HI10000007 1825, wireshark4i Bk a0 F0USLEE & R IR
JHEDNSi 25

- B5iE: EFATI10fPDNSEEE TR, BiEiodid. dnscat2fldns2teps, {EAKIEPIBEXFD
AR5 R Z B YIDNSkE B
— Datasetg;c
 CIC-Bell-DNS-EXF-2021, RHERESDNSHENG: 4

— Datasetyrying
- =MPDNSHEFETH™EHiiE
— WEEhHiE
* D’Angelo(2022), Mahdavifar(2021), Suman(2023), Filippo(2023)
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— D’AngelofE IBEES R _ L AccSF1{H TE50%, GraphTunnel{EiZEHESE EFRIIEE
— 10fPDNS#FIE T Bia il RN b 5=

Model  Dataset  Accuracy Precision FI
Samaneh et al. Datasetq;c 0.9997 0.9997 0.9997 a2
Suman et al. Dataset ;¢ 0.989 0.992 0.989 .
sy ot el Dataset g 0971 0945 0956
D'Angelo et al. Dataset ;¢ 0.9977 0.9995  0.9971
D'Angelo et al. Datasetyorying(C2)  0.3999 1.0 0.5714 v =
D'Angelo et al. Datasetyorping (file) ~ 0.4913 1.0 06589
GraphTunnel Dataset;;c 1.0 1.0 1.0 cobalike
GraphTunnel Datasetyprying(C2)  0.9876 1.0 0.9937

GraphTunnel Datasetyorping (file)  0.9994 1.0 0.9997 32
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— DecETT
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